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2013 

Council of Ministers adopts the 
National Cybersecurity Strategy 

2013 

 Council of Ministers 
decision on Gov-CSIRT 

National Level Cyber 
Risk Assessment 

2017 

Cybersecurity Capacity 
Maturity Assessment 

by University of Oxford 

2015 -2016 

2017 

Council of Ministers decisions 
on CII list, and CSIRT-CY 

2018 

CSIRT-CY 
Accreditation 

and  
Certification 

2018 

Adoption of National 
Cybersecurity 
Strategy 2.0 

Strategy 2.0 

Actions 
Implementation 

Strategy 1.0 

Council of Ministers 
decision on name change 
and creation of DSA 

Approved legislation 
for DSA creation 

Milestones 

Council of Ministers 
decision on the creation 

of a Cyber Center of 
Excellence 

2019 



Commissioner 
and Deputy 

Commissioner of 
Communications  

OCECPR (Regulator) 

Electronic 
Communications 

Postal Services 

Digital Security 
Authority 

(Cybersecurity) 

CSIRT-CY 

New Organisational Structure 



Cooperation at a national 
level, with other CSIRTs and 
national authorities 

Security is a TEAM sport 

Secure: Critical Information 
Infrastructures, Government, 
SMEs, CITIZENS 

Security for all 

Fortification of critical 
elements of our economy 
such as shipping, financial 
services etc 

Protection 

Our Vision - Building our future 



Strong Cybersecurity Ecosystem 
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Build on our expertise 
Shipping: in merchant fleet 

we are 3rd in E.U and 11th 

world wide 

 
Engage academia 

Engage private sector 

4 Attract technology 

companies  

5 
With the support from 

the public sector 



Important messages 
 

Cybersecurity - A complex task - Great 
responsibility to the relevant bodies 
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Cooperation - Absolutely necessary, at 
National, European and International level 
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Multi-stakeholder approach to 
raise our cybersecurity capabilities 
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Awareness raising at  
the highest level 
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Trust between stakeholders - the key to  
raising the level of cybersecurity in Cyprus 
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Cooperation and collaboration between 
public and private sector is essential 
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Thank you 
george.michaelides@ocecpr.org.cy 


